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Download Public Set-Top Box Fraud Alert– The NFIB has identified a new fraudulent
trend that could impact the general public in relation to set-top boxes infected with malware
which may steal users’ details to commit fraud.
Download Wedding Services Alert– With the upcoming “Wedding Season”, and for those
individuals who are considering making plans for next year and beyond, you should be
aware of the potential risks of fraud involved. 
Download Scammers Using WannaCry Attack to Lure Victims Action Fraud has
received the first reports of Tech-Support scammers claiming to be from Microsoft taking
advantage of the global WannaCry ransomware attack. 
Please see the attached alert for more information. 
Please note that a link to the NFIB’s feedback survey can be found at the end of every alert,
or you can access it here: https://www.surveymonkey.com/r/FeedbackSDU. The survey is
only 3 questions long and should take no more than 2 minutes to complete. We would
appreciate it if you would take a moment to let us know if an alert was particularly useful, or
if you have any suggestions for improvement. If you have been forwarded this email and
wish to be added to the distribution list for fraud alerts, please
contact NFIBOutputs@cityoflondon.pnn.police.uk. You may also use this address to
unsubscribe from our alerts.
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